Main-MLS:

Main-MLS>enable

Main-MLS#config t

Enter configuration commands, one per line. End with CNTL/Z.

Main-MLS(config)#no ip domain-lookup

Main-MLS(config)#hostname Main-MLS

Main-MLS(config)#enable secret main1

Main-MLS(config)#line console 0

Main-MLS(config-line)#password my main1

Main-MLS(config-line)#login

Main-MLS(config-line)#exit

Main-MLS(config)#service password-encryption

Main-MLS(config)#banner motd #unauthorized access

Enter TEXT message. End with the character '#'.

unauthorized access #

Main-MLS(config)#end

Main-S1:

Main-S1>enable

Password:

Main-S1#config t

Enter configuration commands, one per line. End with CNTL/Z.

Main-S1(config)#no ip domain-lookup

Main-S1(config)#hostname Main-S1

Main-S1(config)#enable secret building1

Main-S1(config)#line console 0

Main-S1(config-line)#password mybuilding1

Main-S1(config-line)#login

Main-S1(config-line)#exit

Main-S1(config)#security passwords min-length 10

^

% Invalid input detected at '^' marker.

Main-S1(config)#service password-encryption

Main-S1(config)#banner motd # unauthorized access

Enter TEXT message. End with the character '#'.

unauthorized access#

Main-S1(config)#end

Main-S1#

%SYS-5-CONFIG\_I: Configured from console by console

Main-S2:

Main-S2>enable

Password:

Main-S2#config t

Enter configuration commands, one per line. End with CNTL/Z.

Main-S2(config)#no ip domain-lookup

Main-S2(config)#hostname Main-S2

Main-S2(config)#enable secret building2

Main-S2(config)#line console 0

Main-S2(config-line)#password mybuilding2

Main-S2(config-line)#login

Main-S2(config-line)#exit

Main-S2(config)#security passwords min-length 10

^% Invalid input detected at '^' marker.

Main-S2(config)#service password-encryption

Main-S2(config)#banner motd # unauthorized access

Enter TEXT message. End with the character '#'.

unauthorized access #

Main-S2(config)#end

Main-S2#

%SYS-5-CONFIG\_I: Configured from console by console

S-MLS:

S-MLS>enable

S-MLS#config t

Enter configuration commands, one per line. End with CNTL/Z.

S-MLS(config)#no ip domain-lookup

S-MLS(config)#hostname S-MLS

S-MLS(config)#enable secret mymain2

S-MLS(config)#line console 0

S-MLS(config-line)#enable secret main2

S-MLS(config)#line console 0

S-MLS(config-line)#password mymain2

S-MLS(config-line)#login

S-MLS(config-line)#exit

S-MLS(config)#service password-encryption

S-MLS(config)#banner motd # unauthorized access

Enter TEXT message. End with the character '#'.

unauthorized access#

S-S1:

S-SW-1>enable

S-SW-1#config t

Enter configuration commands, one per line. End with CNTL/Z.

S-SW-1(config)#no ip domain-lookup

S-SW-1(config)#hostname S-S1

S-S1(config)#enable secret building3

S-S1(config)#line console 0

S-S1(config-line)#password mybuilding3

S-S1(config-line)#login

S-S1(config-line)#exit

S-S1(config)#service password-encryption

S-S1(config)#banner motd # unauthorized access

Enter TEXT message. End with the character '#'.

unauthorized access#

S-S1(config)#end

S-S2:

S-SW-2>enable

S-SW-2#config t

Enter configuration commands, one per line. End with CNTL/Z.

S-SW-2(config)#no ip domain-lookup

S-SW-2(config)#hostname S-S2

S-S2(config)#enable secret buiding4

S-S2(config)#line console 0

S-S2(config-line)#password mybuilding4

S-S2(config-line)#login

S-S2(config-line)#exit

S-S2(config)#service password-encryption

S-S2(config)#banner motd # unauthorized acccess

Enter TEXT message. End with the character '#'.

unauthorized access #

S-S2(config)#end

N-MLS:

N-MLS>enable

N-MLS#config t

Enter configuration commands, one per line. End with CNTL/Z.

N-MLS(config)#no ip doamin-lookup

^

% Invalid input detected at '^' marker.

N-MLS(config)#no ip domain-lookup

N-MLS(config)#hostname N-MLS

N-MLS(config)#enable secret main3

N-MLS(config)#line console 0

N-MLS(config-line)#password mymain3

N-MLS(config-line)#login

N-MLS(config-line)#exit

N-MLS(config)#service password-encryption

N-MLS(config)#banner motd

% Incomplete command.

N-MLS(config)#banner motd #unauthorized access

Enter TEXT message. End with the character '#'.

unauthorized access#

N-MLS(config)#end

N-S1:

N-SW-1>enable

N-SW-1#config t

Enter configuration commands, one per line. End with CNTL/Z.

N-SW-1(config)#no ip domain-lookup

N-SW-1(config)#hostname N-S1

N-S1(config)#enable secret building5

N-S1(config)#line console 0

N-S1(config-line)#password mybuilding5

N-S1(config-line)#login

N-S1(config-line)#exit

N-S1(config)#service password-encryption

N-S1(config)#banner motd # unauthorized access

Enter TEXT message. End with the character '#'.

unauthorized access #

N-S1(config)#end

N-S2:

N-SW-2>enable

N-SW-2#config t

Enter configuration commands, one per line. End with CNTL/Z.

N-SW-2(config)#no ip domain-lookup

N-SW-2(config)#hostname N-S2

N-S2(config)#enable secret building6

N-S2(config)#line console 0

N-S2(config-line)#password mybuilding6

N-S2(config-line)#login

N-S2(config-line)#exit

N-S2(config)#service password-encryption

N-S2(config)#banner motd # unathorized access

Enter TEXT message. End with the character '#'.

unathorized access#

N-S2(config)#end

R-MLS:

R-MLS>enable

R-MLS#config t

Enter configuration commands, one per line. End with CNTL/Z.

R-MLS(config)#no ip domain-lookup

R-MLS(config)#hostname R-MLS

R-MLS(config)#enable secret main4

R-MLS(config)#line console 0

R-MLS(config-line)#password mymain4

R-MLS(config-line)#login

R-MLS(config-line)#exit

R-MLS(config)#service password-encryption

R-MLS(config)#banner motd # unauthorized access

Enter TEXT message. End with the character '#'.

unathorized access#

R-MLS(config)#end

R-S1:

R-SW-1>enable

R-SW-1#config t

Enter configuration commands, one per line. End with CNTL/Z.

R-SW-1(config)#no ip domain-lookup

R-SW-1(config)#hostname R-S1

R-S1(config)#enable secret building7

R-S1(config)#line console 0

R-S1(config-line)#password mybuilding7

R-S1(config-line)#login

R-S1(config-line)#exit

R-S1(config)#service password-encryption

R-S1(config)#banner motd # unathorized access

Enter TEXT message. End with the character '#'.

unauthorized access

unauthorized access #

R-S1(config)#end

R-S2:

R-SW-2>enable

R-SW-2#config t

Enter configuration commands, one per line. End with CNTL/Z.

R-SW-2(config)#no ip domain\_lookup

^

% Invalid input detected at '^' marker.

R-SW-2(config)#no ip domain-lookup

R-SW-2(config)#hostname R-S2

R-S2(config)#enable secret building8

R-S2(config)#line console 0

R-S2(config-line)#password mybuilding8

R-S2(config-line)#login

R-S2(config-line)#exit

R-S2(config)#service password-encryption

R-S2(config)#banner motd # unathorized access

Enter TEXT message. End with the character '#'.

unauthorized access #

R-S2(config)#end

GW:

GW>enable

GW#config t

Enter configuration commands, one per line. End with CNTL/Z.

GW(config)#no ip domain-lookup

GW(config)#hostname GW

GW(config)#enable secret myGW1

GW(config)#line console 0

GW(config-line)#password myGWmain1

GW(config-line)#login

GW(config-line)#exit

GW(config)#security password min-length 10

^

% Invalid input detected at '^' marker.

GW(config)#service password-encryption

GW(config)#banner motd # unauthorized access is strictly prohibted. #

GW(config)#end

GW#

%SYS-5-CONFIG\_I: Configured from console by console

Server:

Svr-SW>enable

Svr-SW#config t

Enter configuration commands, one per line. End with CNTL/Z.

Svr-SW(config)#no ip domain-lookup

Svr-SW(config)#hostname server

server(config)#enable secret myserver1

server(config)#line console 0

server(config-line)#password myserverroom1

server(config-line)#login

server(config-line)#exit

server(config)#security passwords min-length 10

^

% Invalid input detected at '^' marker.

server(config)#service password-encryption

server(config)#banner motd # unauthorized access is strictly prohibited. #

server(config)#end

server#

%SYS-5-CONFIG\_I: Configured from console by console

Branch-GW:

Branch-GW>enable

Branch-GW#config t

Enter configuration commands, one per line. End with CNTL/Z.

Branch-GW(config)#no ip domain-lookup

Branch-GW(config)#hostname Branch-GW

Branch-GW(config)#enable secret branch-gw1

Branch-GW(config)#line console 0

Branch-GW(config-line)#password mybranch-gw1

Branch-GW(config-line)#login

Branch-GW(config-line)#exit

Branch-GW(config)#security passwords min-length 10

Branch-GW(config)#service password-encryption

Branch-GW(config)#banner motd # unauthrization access is strictly prohibited. #

Branch-GW(config)#end

Branch-GW#

%SYS-5-CONFIG\_I: Configured from console by console

BR-SW-1:

Br-SW-1>enable

Br-SW-1#config t

Enter configuration commands, one per line. End with CNTL/Z.

Br-SW-1(config)#no ip domain-lookup

Br-SW-1(config)#hostname BR-SW-1

BR-SW-1(config)#enable secret BR-SW1

BR-SW-1(config)#line console 0

BR-SW-1(config-line)#password mybr-sw-1

BR-SW-1(config-line)#login

BR-SW-1(config-line)#exit

BR-SW-1(config)#security passwords min-length 10

^

% Invalid input detected at '^' marker.

BR-SW-1(config)#service password-encryption

BR-SW-1(config)#banner motd # unauthorized access is strictly prohibited. #

BR-SW-1(config)#end

BR-SW-1#

%SYS-5-CONFIG\_I: Configured from console by console

BR-SW-2:

Br-SW-2>enable

Br-SW-2#config t

Enter configuration commands, one per line. End with CNTL/Z.

Br-SW-2(config)#no ip domain-lookup

Br-SW-2(config)#hostname BR-SW-2

BR-SW-2(config)#enable secret BR-SW-2

BR-SW-2(config)#line console 0

BR-SW-2(config-line)#password mybr-sw-2

BR-SW-2(config-line)#login

BR-SW-2(config-line)#exit

BR-SW-2(config)#security passwords min-length 10

^

% Invalid input detected at '^' marker.

BR-SW-2(config)#service password-encryption

BR-SW-2(config)#banner motd # unauthorized access is strictly prohibited.

Enter TEXT message. End with the character '#'.

unauthorized access #

BR-SW-2(config)#end

BR-SW-2#

%SYS-5-CONFIG\_I: Configured from console by console

ISP:

ISP>enable

ISP#config t

Enter configuration commands, one per line. End with CNTL/Z.

ISP(config)#no ip domain-lookup

ISP(config)#hostname ISP

ISP(config)#enable secret Ispsecret1

ISP(config)#line console 0

ISP(config-line)#password myIsp1

ISP(config-line)#login

ISP(config-line)#exit

ISP(config)#security passwords min-length 10

ISP(config)#service password-encryption

ISP(config)#banner motd # unauthorized access is strictly prohibited. #

ISP(config)#end

ISP#

%SYS-5-CONFIG\_I: Configured from console by console